
SEC-57 
 
SYSTEM NAME: 
International Program Oversight Database (International – POD) 
 
SYSTEM LOCATION: 
Office of International Affairs, Securities and Exchange Commission, 100 F Street, NE, 
Washington, DC 20549. 
 
CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: 
Foreign and domestic contacts for Enforcement workload/Commission and foreign 
requests; foreign and domestic contacts for policy requests; Foreign officials trained in 
SEC Headquarters; Chairmen, CEOs, and Presidents of foreign regulators and stock 
exchanges; SEC staff traveling overseas; and information on vendors providing support 
for SEC’s technical assistance program and individuals entitled to USAID 
reimbursements.   
 
CATEGORIES OF RECORDS IN THE SYSTEM: 
Contact information of individuals related to Enforcement cases and policy requests.  
Contact information of international institute foreign officials trained in SEC 
Headquarters; Contact information for Chairmen, CEOs, and Presidents of foreign 
regulators and stock exchanges; SEC staff traveling overseas; and information on vendors 
providing support for SEC’s technical assistance program and individuals entitled to 
USAID reimbursements.   
 
Correspondence relevant to the matter, internal staff memoranda, Commission Minutes 
and Commission Orders, working papers of the staff and other documents and records 
relating to the matter, opening reports, progress reports and closing reports, 
miscellaneous records relating to cross-border investigations or litigation and other 
international enforcement and regulatory matters.  
 
AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
15 U.S.C. 77s, 77t, 78u, 77uuu, 80a-41, 80b-9, and 17 CFR 202.5.  
 
PURPOSE(S): 
Tracks data gathered by the Office of International Affairs with respect to processing (1) 
requests for enforcement cooperation with foreign regulators and law enforcement 
agencies; (2) international regulatory policy matters designed to protect investors, 
improve market efficiency, and eliminate opportunities for “regulatory arbitrage”; (3) 
technical assistance and international training programs for emerging securities markets; 
(4) directory of contacts for foreign regulators and stock exchanges; (5) SEC staff foreign 
travel; and (6) USAID Reimbursement. 
 



ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING 
CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES: 
In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy 
Act, these records or information contained therein may specifically be disclosed outside 
the Commission as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows: 
 
1. When (1) it is suspected or confirmed that the security or confidentiality of 

information in the system of records has been compromised; (2) the SEC has 
determined that as a result of the suspected or confirmed compromise there is a risk 
of harm to economic or property interests, identity theft or fraud, or harm to the 
security or integrity of this system or other systems or programs (whether maintained 
by the SEC or another agency or entity) that rely upon the compromised information; 
and (3) the disclosure is made to such agencies, entities, and persons who are 
reasonably necessary to assist in connection with the SEC’s efforts to respond to the 
suspected or confirmed compromise and prevent, minimize, or remedy such harm. 

2. To coordinate law enforcement activities between the SEC and other federal, state, 
local or foreign law enforcement agencies, securities self-regulatory organizations, 
and foreign securities authorities. 

3. Where there is an indication of a violation or potential violation of law, whether 
civil, criminal or regulatory in nature, and whether arising by general statute or 
particular program statute, or by regulation, rule or order issued pursuant thereto, the 
relevant records in the system of records may be referred to the appropriate agency, 
whether federal, state, or local, a foreign governmental authority or foreign securities 
authority, or a securities self-regulatory organization charged with the responsibility 
of investigating or prosecuting such violation or charged with enforcing or 
implementing the statute or rule, regulation or order issued pursuant thereto. 

4. In any proceeding where the federal securities laws are in issue or in which the 
Commission, or past or present members of its staff, is a party or otherwise involved 
in an official capacity. 

5. To respond to inquiries from Members of Congress, the press and the public which 
relate to specific matters that the Commission has investigated and to matters under 
the Commission’s jurisdiction. 

6. To interns, grantees, experts and contractors who have been engaged by the 
Commission to assist in the performance of a service related to this system of records 
and who need access to the records for the purpose of assisting the Commission in 
the efficient administration of its programs.  Recipients of these records shall be 
required to comply with the requirements of the Privacy Act of 1974, as amended, 5 
U.S.C. 552a. 

 
POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, 
RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM: 
 
STORAGE:  
Records are maintained in electronic format and paper form.  Electronic records are 
stored in computerized databases.  Paper records are stored in locked file rooms or metal 
file cabinets. 



RETRIEVABILITY:  
Data are retrievable by the individual's name or other identifier, such as case number, 
name, as well as non-identifying information.  
 
SAFEGUARDS: 
Records are safeguarded in a secured environment. Buildings where records are stored 
have security cameras and 24 hour security guard service. Access is limited to those 
personnel whose official duties require access. Computerized records are safeguarded 
through use of access codes and information technology security. 
 
RETENTION AND DISPOSAL: 
These records will be maintained until they become inactive, at which time they will be 
retired or destroyed in accordance with records schedules of the United States Securities 
and Exchange Commission and as approved by the National Archives and Records 
Administration. 
 
SYSTEM MANAGER(S) AND ADDRESS: 
Deputy Director, Office of International Affairs, Securities and Exchange Commission, 
100 F Street, NE, Washington, DC 20549-1004. 
 
NOTIFICATION PROCEDURE:  
All requests to determine whether this system of records contains a record pertaining to 
the requesting individual may be directed to the FOIA/PA Officer, Securities and 
Exchange Commission, 100 F Street, NE, Washington, DC 20549-5100.  
 
RECORD ACCESS PROCEDURES:  
Persons wishing to obtain information on the procedures for gaining access to or 
contesting the contents of these records may contact the FOIA/PA Officer, Securities and 
Exchange Commission, 100 F Street, NE, Washington, DC 20549-5100. 
 
CONTESTING RECORD PROCEDURES: 
See Record Access Procedures above. 
 
RECORD SOURCE CATEGORIES: 
Information contained in this system is obtained from enforcement requests related to an 
SEC investigation; international institute training programs; foreign regulators and stock 
exchanges; SEC travel records; and USAID reimbursable programs. 
 
EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 
 


